Agenda

1. A process for updating the campus inventory of SB1386 data and systems (informational)
2. An institutional position on Social Security Numbers (discussion)
   • When and why do we keep?
   • How long do we keep and why?
   • How long do we keep online and why?
3. Mitigation techniques (discussion)
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The Data Council was convened in 2004 to consider data access policies given rapidly increasing regulatory mandates in the area of protecting personal information (e.g., SB1386, HIPAA, Gramm-Leach-Bliley, in addition to existing statutes such as FERPA and the IPA). Comprised of major data stewards on campus – those who serve as “office of record” for various types of data – and representatives of campus data “consumers”, the Council has been sharing local access policies for best practices and consistency across both financial/payroll data and student data. It has also provided recommendations to the ITPB on the appropriateness of self-updating of data.